CASE FOR

DIGITAL VIDEQ

Digital video evidence has yet to be challenged in
court, but questions about its admissibility are
starting to surface. Experts offer their advice.

By Grant Buckler

igital video surveillance is here to stay — nobody

seems to dispute that fact. It’s convenient and eco-

nomical and makes it easier to find the video clip

you need in a hurry But compression techniques

used with digital video raise some concerns about its useful-
ness in court.

Neither the fact that video is digital nor the fact that it is
compressed is necessarily a problem in court. However,
experts say, a lack of accepted standards means wide variation
in quality, and some systems produce recorded images so
poor they could be useless. Even with better systems, smart
lawyers may ask tough questions about the output — though
nobody can point to a case where video evidence has been
thrown out of court because of compression.

~ The best advice is to choose digital surveillance systems
carefully ;

“The main problem with d1g1ta1 video is compression and

~ artifacting ‘and ghostlng images,” says Jonathan Hak, an
~ Alberta Crown prosecutor who specializes in forensic video.

W Depending on the amount of compression, Hak says, data

loss and artifacts — - things appearing in the video that were
~ not actually there — could be serious problems.
Individual ideo frames can be compressed by storing
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quality comparable to standard VHS tape. But, says Gerry ~




Lanna, forensic audio/video | video too, he adds, but is more common with digital today.
specialist with the Ontario Goldstein says the reliability of any video evidence,
Provincial Police, “there are | whether analogue, uncompressed digital or compressed dig-
companies out there thatare | ital, is open to question. In court, the party presenting the
compressing video at 100 or | evidence must support it either with an eyewitness who will
200 to one and they’re brag— testify that the events on the video are what he or she saw
ging about it.” happen, or in the case of automatically recorded video, with

If compression is too | an expert witness who will explain what measures have been
high, it may be impossible to | taken to ensure the image has not been altered.
see what a judge or jury Digital video can be edited, as can analogue video, says
needs to see for the video to | Brett Beranek, product manager for Genetec Information
be useful evidence. This | Systems, Inc., a Montreal company that provides video sur-
depends on what must be | veillance systems using various technologies. But digital has
proven. A compressed i age _ an advantage in the ability to use watermarking or digital sig-
may show people as little | natures to show whether the video has been altered.
more than blocks of eo |  Goldstein says the second issue is what information is rel-
| evant to the case. Compression — like other factors, such as
\ i . resolution, lighting and colour calibration —may be an issue

if it affects the ability to distinguish something critical to a
_decision. For instance, some systems take fewer frames per
: second than full-motion video, resulting in jerky playback
vehicle that i | tha may not accurately reproduce the speed of movements.
youre never uch video might be questioned if the speed of motion is an

: Goldstein says.
' t enou h that there sa problem,” Goldstein adds.
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- Mark Holik is dtrector of safety and security at West
_ Edmonton Mall. The mall moved from an analogue tape sys-
em to a fully digital one in August 2003, and Holik has no
regrets. “We have taken digital video evidence into court,” he
| says, “but we haven't had it contested.”
~ Predericks advises testing digital equipment before buy-
ing. If a vendor touts 30 days of video on a single hard drive,
~ he says “you want to say ‘will you please set the compression
e, | so the hard drive holds 30 days of video, record five minutes
and then examine the image” Record the video under the
orst conditions in which you need the system to work, he
adds — for instance, if you may ever need video recorded at
to view the stored video. i ' mght test at night.
fer the relevant clips to ¢ i resses that it’s vital to evaluate the recorded image,
there could be question: not the uncompressed image shown on a monitor as you
"CD is exactly what wa: In som | which in systems with high compression may be very
says, police seize entire s ve able to vie inits | different from what is stored.
native format. | e ~ Given a choice, Hak prefers analogue video. “Analogue is
Despite these conc , ' the best,” he says, “there is no question.” But he recognizes
~ says compressed vide ‘ the attractions of digital, and expects its use to increase. “I've
| of any Canadian case e - seen great quality, medium quality and poor quality,” he says.
~ed simply because it .  The trick is to buy a system that delivers good enough qual-
However, Lanna s ~of compt j video never ity for your needs *
goes to court because 1gh quality to be

er, is a Km \5ton Ont based freelance writer.
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